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Abstract of the contribution: A new solution to address the key issue on supporting group-based monitoring event configuration/deletion via HSS and monitoring event reporting procedure is proposed.
Discussion
This solution is to resolve key issue 2: group-based monitoring event configuration/deletion via HSS and monitoring event reporting procedure. 

HSS manages Internal Group ID associated with External Group ID or IMSI(s)/MSISDN(s) associated with External Group ID. During the group-based monitoring event configuration procedure, HSS needs to translate External Group ID into Internal Group ID or IMSI(s)/MSISDN(s) for sending Insert Subscriber Data request message to the MME. MME can identify the group as Internal Group ID or the UE as IMSI/MSISDN respectively. If the HSS and the MME can support group-based procedure, the subscriber data insertion message can be group-based message which is proposed in this paper as Insert Group Subscriber Data procedure. In this message, Internal Group ID is included for identifying targeted UEs in the CN nodes and the HSS can include existing parameter in the subscriber data as well.
In this solution, Guard time is proposed to achieve signalling efficiency. Guard Time is an optional parameter included by the SCS/AS to indicate the time during which the CN node or HSS is allowed to delay the Monitoring Event Reporting since the Monitoring Event is detected. Some particular UEs in the group can be reachable to the CN nodes one by one so that CN nodes need to report monitoring event multiple times. In order to reduce signalling cost due to the number of reporting caused by the number of UEs in the group, the CN node/HSS can queue the event report for the number of UEs in the group during the guard time and then sends the report at once along with all queued event report for the UEs. If there is any device(s) which hasn’t been reported for the monitoring event within the guard time, the SCEF can report individually as following conventional monitoring event report procedure if the monitoring report for the device is received after the guard time.

If MME and SCEF use UE’s identifier as MSISDN, the MME can send monitoring event report message directly to the SCEF in order to reduce signalling with HSS. If HSS needs to translate IMSI(s) into External Group ID, the MME should send the monitoring event report message to the HSS.
Text proposal

*** Start of the changes ***

6.x
Solution x: Group-based Monitoring Event Configuration/Deletion via HSS and Monitoring Event Reporting procedures 

6.x.1
Description

Figure 6.x.1-1 illustrated the signal flow for the Group-based Monitoring Event Configuration/Deletion via HSS procedure. Only the impacted parts to the conventional Monitoring Event Configuration and Deletion via HSS procedure are described.
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Figure 6.x.1-1: Group-based Monitoring Event Configuration and Deletion via HSS procedure

1.
The SCS/AS sends a Monitoring Request message which may include External Group ID and Guard Time.

If the External Group ID is included, External Identifier(s) or MSISDN(s) shall be ignored.
2.
Step 2 is not updated.
3.
The SCEF sends a Monitoring Request message which may include External Group ID and Guard Time.

If the External Group ID is included, External Identifier(s) or MSISDN(s) shall be ignored.
NOTE 1:  The SCEF may map the External Group ID that is provided by the SCS/AS to a different External Group ID that will be used on the S6t interface. The External Group ID that is used on the S6t interface is specific to the SCEF.
4. The HSS examines the Monitoring Request message. The HSS may use the Guard Time for the monitoring event reporting. Guard Time is an optional parameter included by the SCS/AS to indicate the time during which the CN node or HSS is allowed to delay the Monitoring Event Reporting since the Monitoring Event is detected. If an External Group ID is provided to the HSS, the HSS resolves the External Group ID to an Internal Group ID. 
NOTE 2:  The Internal Group Identifier is globally unique ID in a network which identifies a set of IMSIs (e.g. MTC devices).
5.
If required by the specific Monitoring Type and when Monitoring Event(s) is supported by the serving MME/SGSN(s), the HSS sends either 
-   an Insert Subscriber Data Request message possibly including Guard Time to each of the serving MME(s)/SGSN(s) based on the number of UE(s) being the target of the Monitoring Request and served by the CN node; or 
-   an Insert Group Subscriber Data Request (Internal Group ID, Guard Time, and other existing parameters) message to each of the serving MME(s)/SGSN(s) based on the number of UE(s) being the target of the Monitoring Request and served by the CN node.
6.
The MME/SGSN verifies the request and stores the received parameters. The MME/SGSN may use the Guard Time for the monitoring event reporting.
7.
Step 7 is not updated.

8.
Step 8 is not updated.

9.
Step 9 is not updated.
The following figure illustrates the common procedure flow of reporting Monitoring Events that are detected by the MME/SGSN or HSS. If the guard time is provided, the MME/SGSN or HSS send Monitoring Event reporting as a group. If there is any device which hasn’t been reported until the guard time is expired, the Monitoring Event report can be handled individually as specified in the TS 23.682[x] subclause 5.6.3.
Editor’s Note: Action after guard time expiration is FFS.
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Figure 6.x.1-2: Group-based Monitoring Event Reporting procedure

2a.
If the Monitoring Event is requested for a group of UE(s), the MME/SGSN sends a Monitoring Indication (SCEF Reference ID, Monitoring Event Report Set, MSISDN(s)) message to the SCEF.

2a'.
If the Monitoring Event is requested for a group of UE(s), the MME/SGSN sends a Monitoring Indication (SCEF Reference ID, Monitoring Event Report Set, Internal Group ID or IMSI(s)) message to the HSS and the HSS sends a Monitoring Indication (SCEF Reference ID, Monitoring Event Report Set, External Group ID or External ID(s)/MSISDN(s)) message to the SCEF.
2b.
The HSS sends a Monitoring Indication message including External Group ID or External ID(s)/MSISDN(s).
6.x.2
Impacts on existing nodes

The SCEF needs to support:
-
Reception/Transmission of the Monitoring request with an External Group ID,

-
Reception/Transmission of the Monitoring Indication with an External Group ID
The HSS needs to support:

-
Reception and resolving the Monitoring request with an External Group ID to Internal Group ID or IMSI(s)/MSISDN(s),
-
Reception and utilizing the guard time at the Monitoring Event Reporting procedure.
-
Reception/Transmission of a message that requests the Monitoring Type of UE’s associated with an Internal Group ID.
-
Reception/Transmission of the Monitoring Indication for a group of UE(s)
The MME/SGSN needs to support:
-
Reception/Transmission of the Insert Group Data Request/Response message from/to the HSS,
-
Reception and utilizing the guard time at the Monitoring Event Reporting procedure.
-
Reception/Transmission of a message that requests the Monitoring Type of UE’s associated with an Internal Group ID. 
-
Transmission of the Monitoring Indication for a group of UE(s).

6.x.3
Solution evaluation
*** End of the changes ***
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